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1.0 Introduction 
 
(Rev. 2, Issued: 03-07-14, Effective: 04-07-14, Implemented: 03-09-15, 10-06-14-VMS to 
Implement the Client Letter Work) 
 
Appendix D of this document is superseded by the Risk Management Handbook (RMH), Volume 
III, Standard 3.1, CMS Authentication Standards available at http://www.cms.gov/Research-
Statistics-Data-and-Systems/CMS-Information-
Technology/InformationSecurity/Downloads/RMH_VIII_31_Authentication.pdf.  
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