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Data Portal Overview

The CMS Data Portal is an online platform that allows users to access:

• Preliminary and updated Target Prices

• Baseline claims data

• Monthly claims data

• Reconciliation Reports

• Quality Measure Reports

Portal Link: https://portal.cms.gov/

Use this guide if you are a: 
• New user who has never navigated the Data Portal
• Former BPCI Advanced Participant who is reapplying to BPCI Advanced in Model Year 7
• Current Participant who is interested in knowing more about the Data Portal

https://portal.cms.gov/portal/
https://portal.cms.gov/
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Helpful Tips Before You Begin

• Users with a CMS Identity Management (IDM) account for the Application Portal and/or 
Participant Portal should use the same IDM account in the Data Portal.

• If you do not have an IDM account, you must create one. CMS policy requires that the 
combination of each user’s first name, last name and email address be unique in the IDM 
System. 

• If an error occurs during IDM account creation, it could mean that the combination of 
information entered is already in use. Users should try entering the information again, 
contact the BPCI Advanced Help Desk for assistance at: 

BPCIAdvanced@cms.hhs.gov, or call 1-888-734-6433, Option 5.

• Please ensure that your web browser is up to date and is one of the following browsers:

• Passwords can only be changed once every 24 hours.

• As a new user, we suggest that you plan for at least 30 minutes, plus approval time, to 
complete all five sections in this User Guide. At the beginning of each section, we include a 
time estimate for completion.

◦ Microsoft Edge ◦ Google Chrome ◦ Mozilla Firefox ◦ Apple Safari

mailto:BPCIAdvanced@cms.hhs.gov


Section 1 – Registering for CMS IDM
Step 1: CMS IDM Account Confirmation – Includes a flowchart for determining 
if you have a CMS IDM account. 

Step 2: Create a CMS IDM Account – Includes instructions for creating a CMS 
IDM account and setting up multifactor authentication.

Time estimate: 4 minutes (7 slides)
5
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CMS IDM Account Verification

Have you logged into the BPCI Advanced Participant Portal or Center for Medicare & Medicaid 
Innovation (CMMI) Connect site in the last 12 months? 

Existing CMS IDM Users 
Do you have an active CMS IDM through the BPCI 

Advanced Application Portal or another CMMI Model?

Existing CMS IDM Users No CMS IDM Account 

NoYes

NoYes

Use the flowchart for determining if you have a CMS IDM account and click on the hyperlink to navigate to the 
specific instructions.
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CMS IDM Login Page

Enter the URL into your browser to access the 
portal login page to create a new user 
account: 
https://home.idm.cms.gov/signin/login.html
Be sure to enter this exact link. Other CMS 
portals’ login pages look similar.

ALL USERS must register by clicking 
the “New User Registration” 
button in red.

1

2
If technical problems arise at any 
point while using the Data Portal, 
click “Need Help?”, or email the 
Model’s Help Desk at 
BPCIAdvanced@cms.hhs.gov.

https://home.idm.cms.gov/signin/login.html
mailto:BPCIAdvanced@cms.hhs.gov
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Create a CMS IDM Account

All fields are required unless 
labeled as optional.

3

Click the check box next to 
“I agree to the terms and 
conditions.” 

4

CMS restricts the use of YOPmail and personal email addresses (AOL, Yahoo, Gmail, etc.). We require 
the use of professional or organizational email addresses. The username does NOT have to be your 
email address.

Please DO NOT refresh the browser/tab during the registration process.

Click “Next” and answer all 
the required questions on 
the following pages.

5
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Create a CMS IDM Account (cont.) 

The system will display a message that indicates the account was successfully created.

Click “Return” and login with 
your existing CMS IDM 
credentials.

6



10

Login to Set Up Multifactor Authentication 

Enter the URL into your browser to access the 
portal login page: 
https://home.idm.cms.gov/signin/login.html
Be sure to enter this exact link. Other CMS 
portals’ login pages look similar.

Enter your username and password, 
check the box “Agree to our Terms & 
Conditions” and then click “Sign In.”

All users who sign in for the first time 
after creating an account will be 
prompted to register at least one 
Multifactor Authentication (MFA) 
device. Users will be prompted to 
authenticate with an MFA device that is 
registered to their account each time 
they sign into the IDM System.

7

8

https://home.idm.cms.gov/signin/login.html
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Setting Up MFA

Click “Setup” under 
your preferred 
authentication 
method. This example 
will demonstrate the 
process of setting up 
SMS authentication.

Only one authentication factor is required beyond your password; it does not have to be SMS authentication, which will 
send you a code via text message. 

MFA is a process that requires the user to provide two or more verification factors, such as text message or email, to be 
able to login to the Application Portal. This is a CMS IT Security Protocol.

Enter your cell phone 
number, then click 
“Request Code.”

9

10
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Setting Up MFA (cont.)

Repeat these steps to add 
additional MFA options.

After successfully setting up an 
authentication factor, it will appear 
under “Enrolled factors” with a 
green checkmark. 

Only one authentication factor is 
required; adding more is optional.

Click “Finish.”

After the MFA device is set up, the “Set up multifactor authentication” window is displayed. A check mark 
indicator appears beside the device that was added.

11



Section 2 – Requesting Access to the 
Innovation Center Web Application

Time estimate: 5 minutes (10 slides)
13
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Logging into the CMS Enterprise Portal

Enter your CMS IDM credentials 
Username and Password, then click 
“Login.”

Enter the URL into your browser to 
access the CMS Enterprise Portal 
Login: https://portal.cms.gov/portal/.
Be sure to enter this exact link. 

1

2

BPCI Advanced Data Portal is an application 
within the CMS Enterprise Portal.

https://portal.cms.gov/portal/
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Logging into the CMS Enterprise Portal (cont.)

Click “Send MFA code” and check 
your authentication method (text 
message, voice call, email, etc.) to 
see your security code.

Enter the security code 
you received.

Choose your authentication method (text 
message, phone call, email, etc.).

Click “Verify.”

3

45

6

If there are issues logging in, click here to navigate to the Appendix. 
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Requesting Access to the Innovation Center (IC) Web Application 

The CMS Enterprise Portal contains many applications, including the IC-Innovation Center application, which houses the 
BPCI Advanced Data Portal. After successful login, you will be welcomed to the CMS Enterprise Portal.

Click “Add Application.”

Type in “Innovation 
Center” into the 
search box and 
select IC-Innovation 
Center. 

Click “Select an 
Application.”

7

9 8
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ALL users should request Innovation Center 
Privileged User role at this step. Further 
differentiation between Data Points of 
Contact (POCs) and Standard User roles will 
occur when users request access to the BPCI 
Advanced application.

Requesting Access to the IC Web Application (cont. 1) 

Once “IC-Innovation Center”
is selected, click “Next.”

10

Select “Innovation Center 
Privileged User.”

11
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Requesting Access to the IC Web Application (cont. 2) 

Click “Launch.”
12
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Requesting Access to the IC Web Application (cont. 3)

Click “Next.”

Click “Next.”

After reviewing the Terms & Conditions, 
check “Agree to the Terms & Conditions.”

13

14
15
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Requesting Access to the IC Web Application (cont. 4)

CMS uses the Experian Remote Identity Proofing (RIDP) service to confirm your identity. Please note, the identity 
verification questions will be specific to you. Sample questions are displayed below. 

All fields are required unless 
labeled as optional.

If you do not complete the RIDP steps, you will need to start the registration process anew the next time. If the 
Identity Proofing process fails, contact Experian (1-866-578-5409).
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Requesting Access to the IC Web Application (cont. 5)

If you have answered the identity verification questions correctly, a notification will display that you have successfully 
completed the verification process. You will then be redirected back to the Data Portal.
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Requesting Access to the IC Web Application (cont. 6)

IC Privileged User access, as requested in Step 11 of this section, is automatically approved if the 
Identity Verification is successfully completed.

Type “Applicant and/or Participant in the BPCI 
Advanced Model requesting access to the Data 
Portal,” as your reason for request.

Click “Submit.”

16

17
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Requesting Access to the IC Web Application (cont. 7)

Once completed, a 
notification will 
display indicating that 
you have successfully 
completed the 
application request 
process.

Click “OK.” 

After clicking “OK”– you will be automatically directed to your CMS Enterprise Portal.

18



Section 3 – Requesting Access to the BPCI 
Advanced Application

Time estimate: 10 minutes, plus approval time (8 slides)
24



25

Logging into the CMS Enterprise Portal

Enter your CMS IDM credentials 
Username and Password, then click 
“Login.”

Enter the URL into your browser to 
access the CMS Enterprise Portal 
Login: https://portal.cms.gov/portal/.
Be sure to enter this exact link. 

1

2

https://portal.cms.gov/portal/
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Logging into the CMS Enterprise Portal (cont.)

Click “Send MFA code” and check 
your authentication method (text 
message, phone call, email, etc.) to 
see your security code.

Enter the security code 
you received.

Choose your authentication method (text 
message, phone call, email, etc.).

Click “Verify.”

3

45

6

If there are issues logging in, click here to navigate to the Appendix. 
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Requesting Access to the BPCI Advanced Application

Click “Innovation 
Center” widget 
to open the 
drop-down 
menu. 

Select “Application Console” from 
the drop-down menu. 

7

8
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Requesting Access to the BPCI Advanced Application (cont. 1)

Click “Request Access.”

Click “Request New Access.” 

9

10
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Requesting Access to the BPCI Advanced Application (cont. 2)

Select “BPCI Advanced” from 
the drop-down menu. 

After selecting application name, please continue to the next slide with additional instructions on 
how to fill in the remaining fields based on your role and level of access.

11
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Requesting Access to the BPCI Advanced Application (cont. 3)

Select “BPCI Data 
Primary Point of 
Contact” from the drop-
down menu if you were 
designated as a BPCI 
Advanced Data POC on 
the DRA form. 

Your access to the Data Portal varies depending on whether you were designated as a BPCI Advanced Data Primary Point of 
Contact (POC) on the Data Request and Attestation (DRA) form or if requested in an updated DRA. Users requesting access 
as a BPCI Standard User will need their access approved by a BPCI Data Primary POC, since they were not listed in the DRA.

Select “BPCI Standard 
User” from the drop-
down menu if you were 
not designated as a 
BPCI Advanced Data 
POC on the DRA form. 

12
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Requesting Access to the BPCI Advanced Application (cont. 4)

BPCI Data Primary POCs can request access for up to 20 BPIDs in a single request.

Enter your 
BPID. 

13

Click “Add.”
14

Continued on 
the next page.
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Requesting Access to the BPCI Advanced Application (cont. 5)

After clicking Confirm, a message will state that you have successfully submitted the request and 
identified the role requested. The system-generated request ID will also display in the message window.

Click “OK.”

Type in “Requesting access to BPCI Advanced.”

Click “Confirm” to 
complete the request.

15

16

17



Section 4 – Accessing the BPCI Advanced 
Data Portal

Time estimate: 2 minutes (4 slides) 
33
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Logging into the CMS Enterprise Portal

Enter your username and password. 
Then, click “Login.”

Enter the URL https://portal.cms.gov/ into your browser to access the CMS Enterprise Portal.

1

https://portal.cms.gov/
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Logging into the CMS Enterprise Portal (cont.)

Click “Send MFA code” and check 
your authentication method (text 
message, voice call, email, etc.) to 
see your security code.

Enter the security code 
you received.

Choose your authentication method (text 
message, phone call, email, etc.).

Click “Verify.”

2

34
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Accessing the Innovation Center Application

After logging in, you will be directed to the CMS Enterprise Portal.

Select “Innovation Center.”
6

Click “Application Console.”
7
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Accessing the BPCI Advanced Data Portal

Click “BPCI_Adv.”

Depending on the Participant, the Application Console may display multiple applications.

8



Section 5 – Navigating the BPCI Advanced 
Data Portal

Time estimate: 8 minutes (6 slides)
38
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Downloading Files

Click “Download Files.”

After selecting BPCI Advanced from the Applications Console, you will be directed to the BPCI Advanced 
Data Portal. This example demonstrates the process for identifying files you may download.

Enter and select your BPID.

Click “List Reports.”

1

2

3

Applicants who applied to 
begin participation in Model 
Year 7, including former 
Participants or Episode 
Initiators, will have a BPID 
that starts with "A" followed 
by seven digits. Active Model 
Participants who joined prior 
to Model Year 7 will have an 
eight-digit BPID.



40

Downloading Files (cont.)

To download files, click the green 
download symbol.

4

This example demonstrates the process of downloading the preliminary Target Prices files.
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Uploading Files 

This example demonstrates the process of uploading supporting documents to a specific BPID. BPCI Advanced allows 
Participants to submit a Calculation Error Notice (CEN) if they suspect errors in their Reconciliation. As part of the CEN 
process, Participants may be asked to submit supporting documents for a Reconsideration Review. 

Click “Upload Files.”

Enter and select your BPID.

Select a file type from 
the drop-down menu.

5

6

7
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Uploading Files (cont.)

Click “Select File” to choose 
a file from your device.

Once the file is selected, click 
“Upload” to submit document 
to be uploaded.

8 9

Once upload is complete, a successful upload notification will display.
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Resources Page

The Resources Page will contain manuals and guides related to BPCI Advanced reports and data.

The notification 
dropdown will alert 
users to any important 
communications or 
notices.
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Need Help?

• If you have trouble with the Registration process, contact the BPCI 
Advanced Help Desk at BPCIAdvanced@cms.hhs.gov

• If you fail the Identity Proofing process when requesting IC-Innovation 
Center application access, contact Experian (1-866-578-5409)

• If you have questions about BPCI Advanced, contact the Model Team 
at BPCIAdvanced@cms.hhs.gov

mailto:BPCIAdvanced@cms.hhs.gov
mailto:BPCIAdvanced@cms.hhs.gov


Appendix
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• Overview of BPCI Advanced Portals 
• Selecting the Correct User Role for the BPCI Advanced Application
• Resetting Your Password
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Overview of BPCI Advanced Portals 

BPCI Advanced Portals Portal Use

CMS Enterprise/Data Portal • Online platform used by CMS to deliver:
o
o
o
o

Preliminary and updated Target Prices
Baseline claims data
Monthly claims data
Reconciliation Reports

o Quality Measure data
o Please note, the Data Portal is hosted within the CMS Enterprise Portal and IC-Innovation 

Center Application (see graphic below)

BPCI Advanced Participant Portal • Online platform used by BPCI Advanced Participants to:
o
o
o
o
o
o

Access organizational 
Add/Delete Participant POCs
Download templates and submission of deliverables
Access Participation Agreement, Amendments and DRA
Verify Clinical Episode selection 
Document Library: Model communications and reference materials

CMS Enterprise Portal BPCI Advanced Application 
(Data Portal)

IC-Innovation Center 
Application

https://portal.cms.gov/
https://app.innovation.cms.gov/bpciadv/IDMLogin
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Selecting the Correct User Role for the BPCI Advanced Application

Were you designated as one of the two Data POCs on your organization’s latest 
DRA form? 

BPCI Data Primary POC BPCI Standard User

Use the flowchart below to determine which role to request within the BPCI Advanced Data Portal. Please note 
that BPCI Advanced Standard Users will need their access approved by a BPCI Data Primary POC. BPCI Advanced 
Standard Users’ approval time is dependent on the Data Primary POC's approval timing.

Yes No

Participants may update their Data Primary POCs and data selections at any time by uploading a new version of 
their DRA in the Participant Portal. MY7 Applicants will be required to submit a Participant DRA after CMS selects 
them as Participants for MY7.
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Resetting Your Password

Click “Password” to reset your password.

Click an option to reset your password. 
This example will demonstrate resetting 
the password via email.

Enter your email 
or username.

1

2

3
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Resetting Your Password (cont. 1)

You will receive an email titled 
“Forgot Password.” Click the 
green “Reset Password” button 
in the email.

The reset password link 
expires four hours after it 
is sent. If the link expires, 
you will have to repeat this 
process to get a new link.
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Resetting Your Password (cont. 2)

Click “Reset Password.”

Enter a new password. 
Keep in mind password 
requirements.

Click “Reset Password.”

Answer the security question 
with the answer you provided 
during registration.

4

5

6

7

Password must be at least 15 characters long and contain at least 1 uppercase, 1 lowercase and 1 number. Special 
characters are optional. Passwords cannot contain parts of the User ID, first name and last name. Password must be 
different from the last 6 passwords used. 
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Resetting Your Password (cont. 3)

Click “Request Code.”
8

Enter the code you received.

9

Click “Verify.”
10

Enter the code promptly 
after receiving it. The 
IDM session will time 
out after five minutes of 
inactivity.
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Resetting Your Password (cont. 4)

You will then be directed to the CMS.gov IDM homepage.
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