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Application Portal Overview

The BPCI Advanced Application Portal is an 
online platform that allows users to:

• Register to apply to the BPCI Advanced Model 
for Model Year 7 (2024)

• Edit or delete In-Progress Applications

• Clone/duplicate Submitted Applications to start 
a new application

• View and download Submitted Applications 
and Data Request and Attestation (DRA) forms

Portal opens (Day 1) on February 21, 2023 at Noon EDT
Portal closes (Day 100) on May 31, 2023 at 5:00 PM EDT

Portal Link: https://app.innovation.cms.gov/bpciadvancedapp/IDMLogin

https://app.innovation.cms.gov/bpciadvancedapp/IDMLogin
https://app.innovation.cms.gov/bpciadvancedapp/IDMLogin
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Helpful Tips

• Applications do not need to be completed in one sitting. Save your work as you go as the 
Application Portal times-out after 30 minutes of inactivity. Save changes before navigating away 
from any page as all unsaved changes will be lost.

• Submitting an application does not obligate the Applicant to participate in BPCI Advanced. 
Likewise, submission of an application does not guarantee Applicants will be offered to sign a 
Participation Agreement by CMS.

• The application template (in PDF) on the Applicant Resources webpage was created as a guide for 
Applicants. Applications and attachments will only be accepted when submitted via the BPCI 
Advanced Application Portal. CMS will not accept applications or attachments submitted via email.

• Whichever user starts the application must be the one to submit it. Another user will not be able to 
access the application.

• Ensure all unique identifiers are correct before submitting your application. This includes Tax 
Identification Numbers, National Provider Identifiers, CMS Certification Numbers, and Legal/DBA 
Names for your organization, and if applicable, organizations listed in the Participating Organizations 
attachment.

• Passwords can only be changed once every 24 hours.

https://innovation.cms.gov/innovation-models/bpci-advanced/applicant-resources
https://app.innovation.cms.gov/bpciadvancedapp/IDMLogin
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Need Help?

• If you have trouble with the Registration process, contact the Help 
Desk at: CMMIForceSupport@cms.hhs.gov or call  1-888-734-6433, 
option 5

• If you fail the IDM Identification process, contact Experian                   
(1-866-578-5409)

• If you have questions about BPCI Advanced, contact the Model Team 
at BPCIAdvanced@cms.hhs.gov

• For information about the Model, Clinical Episodes, Pricing 
Methodology, Quality Measures, and Evaluation Reports, visit the 
BPCI Advanced Model General webpage: 
https://innovation.cms.gov/innovation-models/bpci-advanced

• For a variety of materials to help educate the public interested in 
applying to the Model, visit the Applicant Resources webpage: 
https://innovation.cms.gov/innovation-models/bpci-
advanced/applicant-resources

mailto:BPCIAdvanced@cms.hhs.gov
https://innovation.cms.gov/innovation-models/bpci-advanced
https://innovation.cms.gov/innovation-models/bpci-advanced/applicant-resources


Section 1 –
Registering for the Application Portal
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Application Portal Login Page

Enter the URL into your browser to access 
the Application Portal Login: 
https://app.innovation.cms.gov/bpciadv
ancedapp/IDMLogin

Be sure to enter this exact link. Other 
CMS login portals, such as the BPCI 
Advanced Participant Portal, have similar 
login pages but will not give you access to 
the Application Portal.

https://app.innovation.cms.gov/bpciadvancedapp/IDMLogin


8

Application Portal Login Page

ALL USERS must register by 
clicking the “New User 
Registration” button in green.

If technical problems 
arise at any point while 
using the Application 
Portal, contact the 
HelpDesk at 
CMMIForceSupport@cm
s.hhs.gov or call 1-888-
734-6433, option 5.

mailto:CMMIForceSupport@cms.hhs.gov
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Step #1 – CMS Identity Management (IDM) Account Verification 

Have you had CMS Identity 
Management (IDM) access 

through BPCI Advanced 
before?

Have you been active 
in the BPCI Advanced 
Participant Portal in 
the last 12 months?

Existing CMS IDM 
Users

Have you been active in 
BPCI Advanced CMMI 
Connect in the last 12 

months?

Existing CMS IDM 
Users No CMS IDM Account

Do you have active CMS 
IDM access through 

another CMMI Model?

Existing CMS IDM 
Users No CMS IDM Account

Yes

No

No

No

Yes

Yes

NoYes



Step #2.1– If you have no CMS IDM 
Account  Create a CMS IDM Account

If you have a CMS IDM account, click here to go to Step #2.2
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Step #2.1.1 – Create a CMS IDM Account

Select the “No” radio button if you do 
not have CMS IDM access. 

If you have CMS IDM access, select 
“Yes” and proceed to Step #2.2 –
Existing CMS IDM Users (slide 29) of 
this “How-To” Guide.

Click “Next.”

Please DO NOT refresh the browser / tab during registration process.

Click the “Not sure? Click to 
verify” hyperlink if you do not 
know if you have CMS IDM 
access.
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Step #2.1.1 – Create a CMS IDM Account

Keep these 
requirements 
in mind when 
creating a 
username. 

CMS restricts the use of YOPmail e-mail addresses for registration. CMS recommends using professional email 
addresses. 

All fields are required.
1

Click the checkbox next to “I’m not a robot.” You 
may be prompted with a reCAPTCHA image 
challenge (i.e., “Select all images with palm trees.”).

2

Click “Next.”
3

The username does NOT have to be your 
email address.
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Step #2.1.1 – Create a CMS IDM Account

Click “Continue to 
Verify Identity.”

You have completed Step #2.1.1.
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Step #2.1.2 – Validate Your Identity

Remote Identity Proofing (RIDP) is the process of validating sufficient information that uniquely identifies you (e.g., 
credit history, personal demographic information, and other indicators). This is a CMS IT Security Protocol requirement 
for accessing CMS portals.

Fields marked with 
an asterisk (*) are 
required.

Click “Next.”

If you do not complete 
the RIDP steps, you will 
need to start the 
registration process 
anew the next time.
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Step #2.1.2 – Validate Your Identity

Use radio buttons 
to answer each 
question. All fields 
are required.

A timer shows how long you 
have to complete the questions. 
The page will time out after 10 
minutes.

Click “Submit Answers.”
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Step #2.1.2 – Validate Your Identity

After successful authentication of RIDP, you will receive two emails: “Welcome to CMS Identity Management System! 
(CMS IDM IMPL)” and “Welcome to the Application Portal for Bundled Payments for Care Improvement Advanced 
Community!”

Should the RIDP verification process fail, you will be prompted to contact 
Experian (1-866-578-5409) for identity proofing via phone.

You have completed Step 
#2.1.2.
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Step #2.1.3 – Activate Your CMS IDM Account

The activation link expires 
7 days after it is sent. If the 
link expires, you will need 
to start the registration 
process over again.

The second email you receive, 
“Welcome to CMS Identity 
Management (IDM) System!”, will 
have a green “Activate CMS IDM 
Account” box. Click this button.
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Step #2.1.3 – Activate Your CMS IDM Account

You will be directed to a page to create a password for your Application Portal account and complete registration.

Create a 
password.

Keep in mind these 
requirements when 
creating a password.
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Step #2.1.3 – Activate Your CMS IDM Account

Set up a security question 
and answer to be used in 
case you forget your 
password.

You have the option to 
provide a cell phone 
number for resetting your 
password via a SMS (text) 
message.
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Step #2.1.3 – Activate Your CMS IDM Account

Enter your cell phone 
number to receive a 
security code. 

Enter the security code in 
the pop-up screen when 
prompted.
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Step #2.1.3 – Activate Your CMS IDM Account

Click “Create my 
Account.”
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Step #2.1.3 – Activate Your CMS IDM Account

Setting up multifactor authentication (MFA): MFA is a process that requires the user to provide two or more verification 
factors, such as text message or e-mail, to be able to log in to the Application Portal. This is a CMS IT Security Protocol.

Click “Setup” under your 
preferred authentication method. 
This example will demonstrate 
the process of setting up SMS 
Authentication.

Only one authentication 
factor is required, and it 
does not have to be SMS 
authentication. 
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Step #2.1.3 – Activate Your CMS IDM Account

Enter your cell phone 
number, then click 
“Request Code.”
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Step #2.1.3 – Activate Your CMS IDM Account

Enter the code that you received via 
text message and click “Verify.”

The “Sent” button appearing 
confirms that a code has been sent 
to your cell phone number.
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Step #2.1.3 – Activate Your CMS IDM Account

After successfully setting up an 
authentication factor, it will appear 
under “Enrolled factors” with a 
green checkmark. 

Only one authentication factor is 
required; adding more is optional.

Click “Finish.”

You have completed Step #2.1.3.
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Step #2.1.4 – Create Account in the BPCI Advanced Application Portal

Click the tile with the Salesforce cloud icon (“CMMI Model 
Solicitation and…”) to navigate to the Application Portal. 

For instructions on how to navigate the Application Portal, 
jump to Section 2 of this “How-To” Guide: Navigating the 
Application Portal.

You will then be directed to the CMS.gov IDM homepage.

After clicking on the Salesforce cloud icon, you will see a webpage flash on your screen momentarily. During this 
step, the system is creating your profile in the BPCI Advanced Application Portal.
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Step #2.1.4 – Create Account in the BPCI Advanced Application Portal

After clicking on the Salesforce cloud icon, you will be directed to the BPCI Advanced Application Portal Homepage. 

You have completed the registration process and can start an application. Proceed to 
the Application Portal Homepage page (slide 39) of this “How-To” Guide.

You have completed 
Step #2.1.4.



Step #2.2 – Existing CMS IDM Users
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Step #2.2 – Verifying Your CMS IDM Account

Select the “Yes” radio button if you 
have CMS IDM access. 

If you do not have CMS IDM access, 
select “No” and proceed to Step #2.1 
– No CMS IDM Account (slide 11) of 
this “How-To” Guide.

Click “Next.”

Please DO NOT refresh the browser / tab during registration process.

If you do not know if you have 
CMS IDM access, click the “Not 
sure? Click to verify” hyperlink
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Step #2.2 – Verifying Your CMS IDM Account

Enter your CMS 
IDM Username. 

Click “Next.”
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Step #2.2 – Verifying Your CMS IDM Account

If this error appears – “There is an existing user associated with this email with an active CMS IDM account. Please login 
with CMS IDM credentials” – proceed to the Navigating the Application Portal section (slide 35) of this “How-To” Guide 
and log in as a “historical user.” Use the same Username and Password credentials as in the BPCI Advanced Participant 
Portal when logging into the Application Portal.
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Step #2.2 – Verifying Your CMS IDM Account

Enter the verification code 
sent to the email associated 
with your CMS IDM account. 
The code is valid for 10 
minutes.

Click “Validate OTP & Proceed.”
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Step #2.2 – Verifying Your CMS IDM Account

Click “Return to Login” and 
log in with your existing CMS 
IDM credentials.

You have completed Step #2.2.

You have completed the registration process and can start an application.



Section 2 –
Navigating the Application Portal
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Log in to the Application Portal

Enter the URL into your browser to 
access the Application Portal Login: 
https://app.innovation.cms.gov/b
pciadvancedapp/IDMLogin.

Enter your Username and Password, 
then click “Log In.”

https://app.innovation.cms.gov/bpciadvancedapp/IDMLogin
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Log in to the Application Portal

Click “Send code” and check your 
authentication method (text 
message, voice call, e-mail, etc.) to 
see your security code.
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Log in to the Application Portal

Enter the security code you 
received.

Click “Verify.”
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Application Portal Homepage

The homepage 
includes links to 
the MY7 RFA and 
the Application 
Portal User 
Manual. 

To start, click “Start New BPCI Advanced 
Application.”

The “Clone” function 
allows you to create a 
new application so that 
you don’t need to re-
enter the information. 
The “Clone” function is 
only available for 
SUBMITTED applications.
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Start a New Application

This date is pre-set to 
Model Year 7 (2024). 

Click “Continue.”

2

Select your Applicant 
Type (Convener or 
Non-Convener).

1
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Application – Organization Information

To navigate between 
application sections, 
click on the left side 
navigation tabs.

Complete all required 
fields indicated by an 
asterisk (*). Any fields 
left blank will trigger
an error when you 
attempt to submit and 
certify the application. 

Remember to save your 
work as you go, as the 
Application Portal 
times-out after 30 
minutes of inactivity. 
Additionally, remember 
to save changes before 
navigating away from 
any page as all unsaved 
changes will be lost.
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Application – Organization Information

Hover over the help 
bubbles ( ) for 
guidance on how to 
respond to a field.

Click on the “Clear 
Application Contact” link if 
you need to change a contact 
that the system recognizes.

Click “Save & Continue” to 
save your responses and 
proceed to the next section.

When providing the 
Applicant contact person 
information, type in the 
email field first. 
If the email is recognized, 
First Name and Last Name 
will auto-populate.
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Application – Participating Organizations Template

Click the “Download 
Instructions” button to review 
the formatting rules for each 
field in the template.

1

Click the “Download Template” 
button to launch the template 
in Excel.

2

All Convener Applicants and Non-Convener Applicants who are Physician Group Practices are required to complete a 
Participating Organizations form. Non-Convener Applicants who are Acute Care Hospitals (ACHs) will not see the 
Participating Organizations section in their online application. 

The template and instructions can also be downloaded from the Applicant Resources webpage: 
https://innovation.cms.gov/innovation-models/bpci-advanced/applicant-resources

https://innovation.cms.gov/innovation-models/bpci-advanced/applicant-resources
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Application – Participating Organizations Template

Complete all required fields. Note that spelling and 
formatting conventions must be adhered to exactly
as outlined in the instructions document. DO NOT 
change any of the column names, move or add any 
columns, or enter any commas in the .csv file.

The template must be saved as a .csv file. The Application Portal will not accept any other file format.



45

Application – Participating Organizations Template

Click the “Upload Attachment” 
button to upload  the completed 
form.
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Application – Participating Organizations

Click the “Choose File” 
button to find and select 
your completed form.

1

Click the 
“Upload” button.

2

Prior to final submission of the application, double-check
that you have uploaded a Participating Organizations form. 
If you are a Non-Convener PGP, the Application Portal might 
not flag if you are missing the required Participating 
Organizations form.
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Application – Participating Organizations

Click the “Validate & Save” button to 
confirm that your form adheres to the 
formatting requirements.
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Application – Participating Organizations

If there are errors in your form, click 
the “Download Errors” button to see 
what corrections need to be made.

If there are no errors, your screen will display what is shown on slide 51.



49

Application – Participating Organizations

The Validation Error Report 
identifies the row and column 
where the error is occurring, 
along with an error description.
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Application – Participating Organizations

To correct the errors: 

Correct the errors in the .csv file and 
re-upload the form

OR

You can manually fix them online by 
editing the information in the red 
boxes.

Click “Validate & Save” to confirm the form meets the 
formatting requirements.

2

1
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Application – Participating Organizations

Once all fields are complete and validated, click “Continue.”
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Application – Open-Ended Text Responses

All open-ended text responses must be 4,000 characters or less (including spaces). Your remaining character count is 
highlighted under the text response box in blue.

All fields are required. Complete all fields, then click the “Save & Continue” button.

The tabs 
from 
Practitioner 
Engagement 
through 
Partnerships 
consist 
primarily of 
open-ended 
text 
questions.



Application – Net Payment Reconciliation Amount (NPRA)

In this section, CMS is not 
asking for the list of Select “Yes” if you plan to share NPRA savings with 
organizations or Episode Initiators. Selecting “No” to the question will 
individuals you will enter disable responses to questions 3, 4, and 5. Your 
into Financial response to the NPRA Sharing question is not binding 
Arrangements with if if you are selected as a Participant in the Model. 
selected to participate in 
the Model. 

That information will be 
reported in the Financial 
Arrangements List (FAL), 
which is a required 
deliverable due prior to 
the start of the Model 
Year. After completing all required fields, click the “Save & 

Continue” button.

53
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Application – Quality Assurance

In the Quality Assurance section, you are required to report any Sanctions, Investigations, Probations, Corrective Action Plans, 
or outstanding Medicare debts by the Applicant, its Practitioners, and/or its potential Episode Initiators from the last 5 years.

If you do not have any 
items to report, click 
on the “Not 
Applicable” checkbox, 
then click the “Save & 
Continue” button to 
proceed.

To add a Sanction, Investigation, 
Probation, Corrective Action Plan, or 
outstanding Medicare debt, click the 
“Add New” button.
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Application – Quality Assurance

If reporting, click 
“Add New” and 
complete all fields in 
the pop-up window.

Click the “Save & New” button to 
report additional items in the 
Sanction and Investigation 
Reporting section.

Click the “Save” button when you are 
done entering all Sanction and 
Investigation Reporting items.
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Application – Quality Assurance

Your documented 
Sanction and 
Investigation 
Reporting responses 
will display in a table 
that can be edited, if 
needed.

Click the “Save & Continue” button to continue.
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Application – Review 

Review and confirm 
that you have 
answered all the 
narrative questions 
before completing the 
DRA form. 

You are almost at the end…
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Application – Data Request and Attestation (DRA) Form

Read the DRA, then click on the “Close” button.

By completing the 
DRA Form and 
signing the 
certification your 
organization is 
bound by the HIPAA 
Privacy Rule.

All requests for CMS 
data will be granted 
or denied at CMS’s 
sole discretion based 
on CMS’s available 
resources, the 
limitations in this 
form, and applicable 
law.

From the DRA Form: 
The assertions 
contained herein are 
premised on a request 
for “protected health 
information” by a 
HIPAA “covered 
entity” or “business 
associate,” as those 
terms are understood 
under the HIPAA 
Privacy Rule, to carry 
out one or more 
health care operations 
activities listed in 
paragraph (1) or (2) of 
the definition of 
“health care 
operations” in 45 
C.F.R. § 164.501.
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Application – DRA Form

If you do not wish to 
receive historical claims 
data prior to your 
decision to participate 
in the Model, select this 
checkbox. This will 
cause all DRA fields to 
disappear.

As an Applicant, you will 
still receive Target Prices 
for all Clinical Episodes 
Categories.

These fields are auto-
populated from the 
Organization 
Information section. 
Any corrections 
needed for these 
fields will have to be 
made in the 
Organization 
Information section.
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Application – DRA

DRA data selections cannot be changed after the application is submitted.

The following questions in the DRA are required but have multiple options to select.
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Application – DRA

Type in the email for 
your Data Point of 
Contact (POC). If the 
email is recognized, the 
First Name, Last Name, 
and Title fields will 
auto-populate.

Click “Clear Data Point 
of Contact” if you need 
to change the contact 
information that the 
system auto-generates.

A second Data POC is 
required. 

CMS restricts the use of 
YOPmail e-mail 
addresses for 
registration. CMS 
recommends using 
professional email 
addresses. 

The two individuals 
designated as Data POCs 
for the Applicant will be 
granted access to the 
BPCI Advanced Data 
Portal where the 
historical claims and 
Target Prices data files 
will be made available to 
Applicants.
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Application – DRA

The Authorized Representative of the Data Requestor can, but does not need to be, a different individual than the 
Data POC or the Applicant POC.

Type in the email 
FIRST. If the email 
is recognized, the 
First Name, Last 
Name, and Title 
fields will auto-
populate.

Click “Clear Signature 
of the Authorized 
Representative” if you 
need to change the 
contact information 
that the system auto-
populates.

After completing all 
required fields, click the 
“Save & Continue” 
button.
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Application – Certification

Click the “Submit” button.

If you are a Non-Convener PGP, the 
Application Portal might not flag that 
you are missing the required 
Participating Organizations Form. Prior 
to final submission of the application, 
please double-check that you have 
uploaded a Participating Organizations 
form.

The name entered in the Certification section does NOT have to be the person 
completing the application. The authorized signatory attests that he or she is 
qualified to make the assertions contained herein as an agent of the Applicant.
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Application – Certification

Click the “Submit” button.

An Applicant can withdraw a SUBMITTED application by sending the request to the Model team: 
BPCIAdvanced@cms.hhs.gov

mailto:BPCIAdvanced@cms.hhs.gov
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Application – Submission Errors

If there are errors in your submission, click on the 
link to view the error(s) (a blank field, an 
incorrectly formatted field, etc.). Be sure to click 
the “Save & Continue” button after each 
correction. 

Once the corrections have been made, return to 
the Certification page to submit the application.
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Post-Submission Actions

Once an application is submitted, we encourage you to download a copy for your records by clicking the “View PDF” and 
“View DRA” buttons next to your application on the home page.
The application is not a legally binding document that commits Applicants to participate in BPCI Advanced, nor does it 
guarantee Applicants will be selected by CMS for participation.

Only applications with a 
status of “Submitted” 
might be “Cloned”. 
When you clone an 
application, you are still 
required to upload a 
new Participating 
Organizations 
attachment (if 
applicable), and 
sign/certify the DRA and 
the certification page.

Only applications with a 
status of “In Progress” 
might be edited or 
deleted



Problems with Logging In

67
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Unlock Account

If you enter the wrong password three times, your account will be locked.

Enter your email or 
username.

Click “Send Email.”
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Unlock Account

You will receive an email titled 
“Account Unlock Requested.” 
Click the green “Unlock 
Account” button in the email.
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Unlock Account

Answer the security question 
with the answer you provided 
during registration.

Click “Unlock Account.”
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Unlock Account

You will receive confirmation that your account has been successfully unlocked.

Click “Back to Sign In.”
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Reset Password

Click “Password” to reset your password.
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Reset Password

Click an option to reset your 
password. This example will 
demonstrate resetting the 
password via email.

Enter your email or 
username.
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Reset Password

You will receive an email titled 
“Forgot Password.” Click the 
green “Reset Password” button 
in the email.

The reset password link 
expires 4 hours after it is 
sent. If the link expires, 
you will not be able to 
reset your password for 
another 24 hours (not a 
calendar day).
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Reset Password

Answer the security question 
with the answer you provided 
during registration.

Click “Reset Password.”
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Reset Password

Enter a new password. Keep in 
mind the above password 
requirements.

Click “Reset Password.”
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Reset Password

Click “Request Code.”

1
Enter the code you 
received.

2

Click “Verify.”

3

Enter the code promptly 
after receiving it. The 
IDM session will time-
out after five minutes of 
inactivity.
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Reset Password

Click the tile with the Salesforce cloud icon (“CMMI Model 
Solicitation and…”) to navigate to the Application Portal. 

For instructions on how to navigate the Application Portal, 
jump to Section 2 of this “How-To” Guide: Navigating the 
Application Portal.

You will then be directed to the CMS.gov IDM homepage.



79

Application and Model Resources

If you have trouble with the Registration 
process

Contact the Salesforce IT Help Desk at 
CMMIForceSupport@cms.hhs.gov or call 1-888-734-6433, 
option 5

If you fail the IDM Identification process Contact Experian (1-866-578-5409)

If you have questions about BPCI Advanced Contact the Model Team at BPCIAdvanced@cms.hhs.gov

For information about the Model, Clinical 
Episodes, Pricing Methodology, Quality 
Measures, and Evaluation Reports

Visit the BPCI Advanced Model General webpage: 
https://innovation.cms.gov/innovation-models/bpci-
advanced

For a variety of materials to help educate the 
public interested in applying to the Model

Visit the Applicant Resources webpage: 
https://innovation.cms.gov/innovation-models/bpci-
advanced/applicant-resources

mailto:BPCIAdvanced@cms.hhs.gov
https://innovation.cms.gov/innovation-models/bpci-advanced
https://innovation.cms.gov/innovation-models/bpci-advanced/applicant-resources
mailto:CMMIForceSupport@cms.hhs.gov
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Application Deadline

The Application Portal opened on February 21, 2023 at 12:00 PM EDT. 
and will close on May 31, 2023 at 5:00 PM EDT.

You have 100 days to submit your application. 
Applications will not be accepted after the deadline.
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